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Some questions…. 
 

 

 

 

 

 

   Please go to: menti.com and use code: 

411577 



•Why? 

•For whom? 

•Scope 

•Approach 

•Tools & checklists 

•5 steps 

Secure assessment workbook in a nutshell 



•Growing awareness of the importance of a secure (more secure) assessment 

proces – partly due to the growth of digital assessment 

 

•Complexity of the assessment process 

 

•Joined forces of several institutes: 

- Amsterdam University & University of applied science 

- Delft University of technology 

- Eindhoven University of technology 

- Groningen University 

- Hanze University of applied science 

- Inholland University of applied science 

- Maastricht University 

- Saxion University of applied science 

- The Hague University of applied science 

- Windesheim university of applied science 

 

 

 

 

Why? 



•Employees in higher education institutions involved in secure assessment:  

 

…employees of the assessment office, assessment software administrators and 

security officers (CISOs)… 

 

 

 

 

For whom? 



 

 

 

 

 

Scope 
SCOPE 
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What is  

‘secure 

assessment’? 

 

Discussion 



Start with the basics: baseline information security 

• The institution complies with the higher education information security 

Baseline (jointly defined)  

• Full implementation delivers a generic information security at a medium level  

• The workbook helps you define the extra security measures for secure 

assessment 



Workbook: Tools & checklists to help you 











Five steps towards a secure assessment proces 



1. How to create awareness for security? 

 

2. Who are key players?  

-Who’s should be the principal (assignor)? 

-Who’s could be the executant?  

- Who else do you need? 

 

 

How to create awareness for security? 



 

Awareness@NHTV 



1.        Één voor allen 

https://video.saxion.nl/media/01+E%C3%A9n+voor+allen/1_2gn37oj1  

 

2.        Plagiaat Magnaat 

https://video.saxion.nl/media/02+Plagiaat+Magnaat/1_tre0iu5c  

 

3.        Multiple Choice  

https://video.saxion.nl/media/03+Multiple+Choice/1_ljbxqi84  

 

4.        Saxion Gate  

https://video.saxion.nl/media/04+Saxion+Gate/1_hg3fqngr  

 

Campagne van Saxion 

https://video.saxion.nl/media/01+E%C3%A9n+voor+allen/1_2gn37oj1
https://video.saxion.nl/media/02+Plagiaat+Magnaat/1_tre0iu5c
https://video.saxion.nl/media/03+Multiple+Choice/1_ljbxqi84
https://video.saxion.nl/media/03+Multiple+Choice/1_ljbxqi84
https://video.saxion.nl/media/04+Saxion+Gate/1_hg3fqngr
https://video.saxion.nl/media/04+Saxion+Gate/1_hg3fqngr




21 

Thank you! 
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